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The National Defense Industrial Association is the trusted leader in defense and national security associations. As a 501(c)(3) 
corporate and individual membership association, NDIA engages thoughtful and innovative leaders to exchange ideas, information, 
and capabilities that lead to the development of the best policies, practices, products, and technologies to ensure the safety 
and security of our nation. NDIA’s membership embodies the full spectrum of corporate, government, academic, and individual 
stakeholders who form a vigorous, responsive, and collaborative community in support of defense and national security. For more 
than 100 years, NDIA and its predecessor organizations have been at the heart of the mission by dedicating their time, expertise, 
and energy to ensuring our warfighters have the best training, equipment, and support. For more information, visit NDIA.org

Cybersecurity
Who We Are
The Cybersecurity Division addresses the impacts of regulations imposed by government on industry such as the FAR and DFAR 
contract clauses on protecting controlled but unclassified information, and the steps necessary for compliance with NIST 800-
53 and NIST 800-171 guidance. The Division also addresses legislation such as the Cybersecurity Information Sharing Act. 
Finally, Cybersecurity collaborates with other NDIA Divisions to address cybersecurity issues such as supply chain risk and 
advanced manufacturing.

Get Involved
Learn more about NDIA’s Divisions and how to join one at NDIA.org/Divisions

Leadership and 
Committees 

Trey Hodgkins
Division Chair

Heather Tedder
Division Vice Chair 

https://twitter.com/NDIAToday
https://www.ndia.org/divisions?Division=&Affiliate=&Topic=&PageNumber=0&BrowseName=&submit=Submit+Query
http://ndia.org
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Event Information
Wi-Fi Network: NDIA Guest

Password: Next100!

Attire Civilian: Business
Military: Uniform of the Day

Survey and 
Participant List

You will receive via email a survey and list of participants (name and organization) after the 
conference. Please complete the survey to make our event even more successful in the future.

Event Contact Jenica Seguine
Meeting Planner
(703) 247-2561  |  jseguine@NDIA.org

Mary-Edens McAbee
Division Coordinator
(703) 247-2567  |  memcabee@NDIA.org

Chatham House 
Rules

This meeting will be held under Chatham House rule. Attendees are free to use the
information from the discussions, but neither the identity nor the affiliation of the
speaker(s), nor that of any participant, may be revealed.

Harassment 
Statement

NDIA is committed to providing a professional environment free from physical, psychological, 
and verbal harassment. NDIA will not tolerate harassment of any kind including, but not 
limited to, harassment based on ethnicity, religion, disability, physical appearance, gender, or 
sexual orientation. This policy applies to all participants and attendees at NDIA conferences, 
meetings, and events. Harassment includes offensive gestures and verbal comments, deliberate 
intimidation, stalking, following, inappropriate photography and recording, sustained disruption 
of talks or other events, inappropriate physical contact, and unwelcome attention. Participants 
requested to cease harassing behavior are expected to comply immediately, and failure will 
serve as grounds for revoking access to the NDIA event.

Event Code  
of Conduct

NDIA’s Event Code of Conduct applies to all National Defense Industrial Association (NDIA), National 
Training & Simulation Association (NTSA), and Women In Defense (WID) meeting-related events, 
whether in person at public or private facilities, online, or during virtual events. NDIA, NTSA, and 
WID are committed to providing a productive and welcoming environment for all participants. All 
participants are expected to abide by this code, as well as NDIA’s ethical principles and practices. 
Visit NDIA.org/CodeOfConduct to review the full policy.

Antitrust 
Statement

The NDIA has a policy of strict compliance with federal and state antitrust laws. The
antitrust laws prohibit competitors from engaging in actions that could result in an
unreasonable restraint of trade. Consequently, NDIA members must avoid discussing certain
topics when they are together at formal association membership, board, committee, and
other meetings and in informal contacts with other industry members: prices, fees, rates,
profit margins, or other terms or conditions of sale (including allowances, credit terms,
and warranties); allocation of markets or customers or division of territories; or refusals to
deal with or boycotts of suppliers, customers or other third parties, or topics that may lead
participants not to deal with a particular supplier, customer or third party.

https://www.ndia.org/
https://www.ndia.org/meetings-and-events/event-code-of-conduct
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JOIN THE CONVERSATION

@NDIAMembership NDIA.org/LinkedIn @NDIAToday @NDIAToday@NDIAToday

Agenda
Wednesday, November 13

8:30 am – 4:05 pm Registration

8:30 – 9:00 am Networking Breakfast

9:00 – 9:10 am Welcome Remarks
Trey Hodgkins
Division Chair, NDIA’s Cybersecurity Division 
CEO, Hodgkins Consulting, LLC

9:10 – 10:00 am Software Assurance and AI
Harold Booth 
Computer Scientist, National Institute of Standards and Technology (NIST)

10:00 – 10:55 am Army Software Bill-of-Materials Contract Clauses  
and Other DoD BOM Efforts
Bruce Jenkins
Cybersecurity Leader, Black Duck Software, Inc. 
Moderator

James Caseja
Team Lead, Software Modernization, Digital Transformation Directorate, Office of the Deputy Assistant Secretary of the 
Army for Data Software & Engineering (DASA DES) SAAL-ZE//ASA(ALT)

Ken Wang
Deputy Director for Cybersecurity of DoD Critical Infrastructure and Supply Chain Risk Management, OUSD (A&S)

10:55 – 11:25 am Networking Break

https://twitter.com/NDIAToday
https://www.facebook.com/NDIAMembership
https://www.linkedin.com/company/national-defense-industrial-association/
https://www.instagram.com/ndiatoday/
https://www.youtube.com/user/NDIAToday
https://twitter.com/NDIAToday
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▶ 18,000 attendees

▶ 517 exhibitors 

▶ 200,000 sq ft 
exhibit hall

▶ Over 2,040
international
attendees, from
60 countries   

N A T I O N A L  T R A I N I N G  A N D  S I M U L A T I O N  A S S O C I A T I O N
THE WORLD’S  LARGEST  MODEL ING,  S IMULATION & TRAIN ING EVENT

Assuring Deterrence through
Integrated Training and
Readiness – The Need is Now!

INTERSERVICE/INDUSTRY 
TRAINING, SIMULATION &
EDUCATION CONFERENCE 

I ITSEC.ORG   |    2  – 6 DECEMBER 2024   |    ORLANDO, FLREGISTER TODAY!

11:25 am – 12:15 pm OMB Memorandum M-22-18 on Software Attestations at GSA
Nicholas West
Acting Director, Office of GSA Acquisition Policy, Integrity & Workforce, Office of Government-wide Policy, GSA

Michael Thompson
Cyber-Supply Chain Risk Management (C-SCRM) Program Advisor, GSA

William Salamon
Director, ICAM Shared Services Division, GSA IT

12:15 – 1:15 pm Networking Lunch

1:15 – 2:15 pm DoD CIO Keynote Presentation
Stacy Bostjanick, SES
Chief Defense Industrial Base Cybersecurity, Deputy Chief Information Officer for Cybersecurity,  
Office of the Department of Defense Chief Information Officer

2:15 – 3:15 pm NIST Special Publication 800-172 for Protecting  
Controlled Unclassified Information
Victoria Yan Pillitteri
Manager, Security Engineering and Risk Management Group, Computer Security Division, National Institute of Standards 
and Technology

https://www.ndia.org/
http://IITSEC.org
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3:15 – 3:30 pm Networking Break

3:30 – 4:00 pm Election Outcome Discussion – Impact on the Defense Sector
Michael Seeds
Senior Director, Strategy & Policy, National Defense Industrial Association

4:00 – 4:05 pm Closing Remarks
Trey Hodgkins
Division Chair, NDIA’s Cybersecurity Division 
CEO, Hodgkins Consulting, LLC

Thursday, November 14

8:30 am – 12:00 pm Registration

8:30 – 9:00 am Networking Breakfast

9:00 – 9:05 am Welcome Remarks
Trey Hodgkins
Division Chair, NDIA’s Cybersecurity Division 
CEO, Hodgkins Consulting, LLC

https://twitter.com/NDIAToday
https://www.youtube.com/playlist?list=PL5oQnv75FK5aCB0IeYAWVPon0C7Xa75sr
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Biography
Stacy Bostjanick, SEC
DCIO(CS), DIB CS Division Chief 

Ms. Stacy Bostjanick 
is a member of the 
Senior Executive 
Service and serves 
as the Chief Defense 

Industrial Base Cybersecurity, Deputy 
Chief Information Officer for Cybersecurity 
(DCIO(CS)), Office of the Chief Information 
Officer. In this position, she serves as 
the focal point within the DoD CIO to 
implement the Cybersecurity Maturity Model 
Certification (CMMC) program across the 

Defense Industrial Base (DIB). As the CMMC 
Director, Ms. Bostjanick is responsible for 
shepherding this critical program though 
the Code of Federal Regulation System 
rulemaking process for both the CFR 32 
and 48 and ultimately implementing the 
program across the more than 220,000 
companies that make up the DIB. This 
includes collaborating across the Federal 
Government with partners such as the 
Department of Homeland Security and the 
other members of the Federal Acquisition 

Security Council, to standardize this process 
and truly federalize it. In this role, she also 
directs the Department’s efforts to educate 
DIB partners on programatic requirements 
and ensures that DoD implements risk 
information sharing though the program’s 
execution. Additionally, Ms. Bostjanick 
is responsible for ensuring the Defense 
Acquisition community is trained and 
capable of including these requirements in 
their Programs and Acquisitions.

9:05 – 10:35 am Civil Cyber-Fraud Initiative Panel
Susan Warshaw Ebner
Partner, Stinson, LLP 
Moderator

Sara McLean
Assistant Director, Commercial Litigation Branch, United States Department of Justice

Julie Keeton Bracker
Partner, Bracker & Marcus, LLC

Daniel Walworth
Partner & Education Group Lead, Duane Morris, LLP

Robert Talbert
Acquisition Fraud Counsel, Air Force Materiel Command Law Office, Procurement Fraud Division

10:35 – 10:45 am Networking Break

10:45 – 11:45 am Can You CUI Me? A Status Check on Implementation  
of the NARA CUI Rule
Sandeep Kathuria
Senior Counsel, Ice Miller, LLP

Amy Apostol
Assistant General Counsel, Cyber & Emerging Technologies, Leidos

Michael Corwin
Head of Cyber Assurance, BAE Systems, Inc.

11:45 am – 12:00 pm Closing Remarks
Trey Hodgkins
Division Chair, NDIA’s Cybersecurity Division 
CEO, Hodgkins Consulting, LLC

https://www.ndia.org/
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Leading the Way in Engagement, 
Networking, and National Defense 

Plan Ahead for Success  |  2024 – 2025 Featured Meetings, Conferences, and Events

Visit NDIA.org/Events for more information on all of our meetings, conferences, and events

December 2 – 6, 2024  |  Orlando, FL 

The World’s Largest Modeling,
Simulation & Training Event

2025 Tactical Wheeled  
Vehicles Conference 
February 24 – 26, 2025   |   Reston, VA

2025 Undersea Warfare  
Spring Conference
March 17 – 19, 2025 *  |   San Diego, CA

2025 Munitions  
Executive Summit 
March 18 – 19, 2025   |   Parsippany, NJ

39th Annual National 
Logistics Forum 
February 11 – 13, 2025   |   Orlando, FL

DLA Supply Chain Alliance 
Conference & Exhibition
June 11 – 12, 2025   |   Richmond, VA 

35th Annual Special 
Operations Symposium
February 19 – 20, 2025   |   Washington, D.C.

2025 Human Systems Conference 
March 11 – 12, 2025   |   Arlington, VA 

MODSIM World 2025
August 18 – 20, 2025   |   Norfolk, VA

*All Classified  |  **Partially Classified

https://twitter.com/NDIAToday
https://www.ndia.org/Events

